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Abstract: 
In this presentation, the current situation and challenges related to cyber security of Critical 
Infrastructures (CI) are discussed. The presented study shows that cyber-related threats 
should be concerned as an important factor incorporated into strategic analysis of 
infrastructure disruptions, consequences evaluation, and assessment of systems 
dependencies. During the talk, selected innovative cyber security solutions and approaches 
will be presented. 
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